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IMPORTANT! 

1. No part of this document may be copied or reprinted, in whole or in part, 
without written permission. 

2. The contents of this document are subject to change without prior notice 
and without legal obligation. 

3. The contents of this document are correct to the best of our knowledge.  
Please inform us of any ambiguous or erroneous descriptions, missing 
information, etc. 
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Security Patch Package name 

SPZM45-20081_202512MR_hotfix_win10_LTSC2019_x64_enu 

Applicable Products for the Security Patch 

Vantage Galan 3T MRT-3020 V8.0 SP0040* - V8.0 SP0044* 

Vantage Orian MRT-1550 V8.0 SP0040* - V8.0 SP0044* 

Steps to Apply the Security Patch 

Please follow the instruction of applying patches defined by each of the product Security Patch Package.  
For details, please contact the customer service for each system. 

Verified Security Patch List 

KB MSRC explanation(en-us) URL/File Name url 

KB2565063_x8
6 

MS11-
025 

Security Update for 
Microsoft Visual C++ 2010 
Service Pack 1 
Redistributable Package 
(KB2565063) 

vcredist_x86.exe 

https://catalog.s.download.windowsup
date.com/msdownload/update/softwar
e/secu/2011/07/vcredist_x86_28c5449
1be70c38c97849c3d8cfbfdd0d3c515c
b.exe 

KB2565063_x6
4 

MS11-
025 

Security Update for 
Microsoft Visual C++ 2010 
Service Pack 1 
Redistributable Package 
(KB2565063) 

vcredist_x64.exe 

https://catalog.s.download.windowsup
date.com/msdownload/update/softwar
e/secu/2011/07/vcredist_x64_15d032
d669078aa6f0f7fd1cbf4115a070bd03
4d.exe 

VS2013_x86 n/a 
Visual C++ 
Redistributable Packages 
for Visual Studio 2013 

vcredist_x86.exe 

https://download.visualstudio.microsoft
.com/download/pr/10912115/88b8f439
6e3edaa58c1350db34cdd751/vcredist
_x86.exe 

VS2013_x64 n/a 
Visual C++ 
Redistributable Packages 
for Visual Studio 2013 

vcredist_x64.exe 

https://download.visualstudio.microsoft
.com/download/pr/10912049/3831217
601a8a928c5119d826bafd8f7/vcredist
_x64.exe 

VC2015-
2019x86 

n/a 
Microsoft Visual C++ 
2015-2019 Redistributable 
(x86) 

VC_redist.x86.exe 

https://download.visualstudio.microsoft
.com/download/pr/8ecb9800-52fd-
432d-83ee-
d6e037e96cc2/50A3E92ADE4C2D8F
310A2812D46322459104039B9DEAD
BD7FDD483B5C697C0C8/VC_redist.
x86.exe 

VC2015-
2019x64 

n/a 
Microsoft Visual C++ 
2015-2019 Redistributable 
(x64) 

VC_redist.x64.exe 

https://download.visualstudio.microsoft
.com/download/pr/89a3b9df-4a09-
492e-8474-
8f92c115c51d/B1A32C71A6B7D5978
904FB223763263EA5A7EB23B2C44
A0D60E90D234AD99178/VC_redist.x
64.exe 
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KB MSRC explanation(en-us) URL/File Name url 

KB5005112 n/a 

2021-08 Servicing Stack 
Update for Windows 10 
Version 1809 for x64-
based Systems 
(KB5005112) 

windows10.0-kb5005112-
x64_81d09dc6978520e1a
6d44b3b15567667f83eba
2c.msu 

https://catalog.s.download.windowsup
date.com/d/msdownload/update/softw
are/secu/2021/08/windows10.0-
kb5005112-
x64_81d09dc6978520e1a6d44b3b155
67667f83eba2c.msu 

KB5021953_dot
net-runtime-
3.1.32 

n/a 
2022-12 .NET Core 3.1.32 
Security Update for x64 
Server (KB5021953) 

dotnet-runtime-3.1.32-win-
x64.exe 

https://catalog.s.download.windowsup
date.com/c/msdownload/update/softw
are/secu/2022/12/dotnet-runtime-
3.1.32-win-
x64_b319156006fcf5a0bc0cadfd536c
bafa99b219b2.exe 

KB5021953_as
pnetcore-
runtime-3.1.32 

n/a 
2022-12 .NET Core 3.1.32 
Security Update for x64 
Server (KB5021953) 

aspnetcore-runtime-
3.1.32-win-x64.exe 

https://catalog.s.download.windowsup
date.com/c/msdownload/update/softw
are/secu/2022/12/aspnetcore-runtime-
3.1.32-win-
x64_d89589de054d33694272729bc5d
713c02f2cc6af.exe 

KB890830_v5.1
38 

n/a 
Windows Malicious 
Software Removal Tool 
x64 - v5.138 (KB890830) 

windows-kb890830-x64-
v5.138.exe 

https://catalog.s.download.windowsup
date.com/d/msdownload/update/softw
are/uprl/2025/12/windows-kb890830-
x64-
v5.138_dc0e0b97d146a92303d881bf9
e2912299cbbbac5.exe 

KB5066143 n/a 

2025-10 Cumulative 
Update for .NET 
Framework 3.5 and 4.7.2 
for Windows 10 Version 
1809 for x64 (KB5066143) 

windows10.0-kb5066143-
x64_461230ac1884e9691
f54936b91ff04e46b80c2b
c.msu 

https://catalog.s.download.windowsup
date.com/d/msdownload/update/softw
are/secu/2025/09/windows10.0-
kb5066143-
x64_461230ac1884e9691f54936b91ff
04e46b80c2bc.msu 

KB5074975 n/a 

2025-12 Cumulative 
Update for Windows 10 
Version 1809 for x64-
based Systems 
(KB5074975) 

windows10.0-kb5074975-
x64_acfdfe5d5ea12c7ec5
5ca3cb48730c84748c6db
e.msu 

https://catalog.s.download.windowsup
date.com/c/msdownload/update/softw
are/updt/2025/12/windows10.0-
kb5074975-
x64_acfdfe5d5ea12c7ec55ca3cb4873
0c84748c6dbe.msu 

KB4535680 n/a 

Security Update for 
Windows 10 Version 1809 
for x64-based Systems 
(KB4535680) 

windows10.0-kb4535680-
x64_4a6f51365ed7f4c9ad
34986aa2f61005af267e24
.msu 

https://catalog.s.download.windowsup
date.com/c/msdownload/update/softw
are/secu/2021/01/windows10.0-
kb4535680-
x64_4a6f51365ed7f4c9ad34986aa2f6
1005af267e24.msu 

KB5019181 n/a 

2023-03 Update for 
Windows 10 Version 1809 
for x64-based Systems 
(KB5019181) 

windows10.0-kb5019181-
x64_01173052877dc5762
f73069a958c108afd1125b
e.msu 

https://catalog.s.download.windowsup
date.com/d/msdownload/update/softw
are/updt/2023/02/windows10.0-
kb5019181-
x64_01173052877dc5762f73069a958
c108afd1125be.msu 
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