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Trademarks

Windows® is a registered trademark of Microsoft Corporation in the United States and other
countries.

This document may also include trademarks or registered trademarks of other companies.

Note that the trademark symbol "™" and the registered trademark symbol "®" may or may not be
used in this document.

IMPORTANT!

1. No part of this document may be copied or reprinted, in whole or in part,
without written permission.

2. The contents of this document are subject to change without prior notice
and without legal obligation.

3. The contents of this document are correct to the best of our knowledge.
Please inform us of any ambiguous or erroneous descriptions, missing
information, etc.
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Security Patch Package name

SPZM37-20132_202601UL_hotfix_win10_LTSC2019_x64_enu

Applicable Products for the Security Patch

TUS-AI900/800/700

V4.6 SP0008* - V4.6 SP1023*

V5.0 SP0O008* - V5.0 SP1023*

V5.1 SP0O008* - V5.1 SP1023*

V6.0 SPO000* - V6.0 SP1421*

V6.5 SPO000* - V6.5 SP1421*

V7.0 SPO000* - V7.0 SP0411*

V8.0 SPO000* - V8.0 SP0409*

V8.1 SPO000* - V8.1 SP0409*

V8.2 SPO000* - V8.2 SPx409*

V8.5 SPO000* - V8.5 SP0403*

CUS-AA550/450/000

V3.0 SPO008* - V3.0 SP0023*

V4.0 SPO000* - V4.0 SP0021*

V4.5 SP0O000* - V4.5 SP0021*

V5.0 SPO0O00* - V5.0 SP0011*

V6.0 SPO000* - V6.0 SP0409*

V6.2 SPO000* - V6.2 SP0409*

V6.5 SPO000* - V6.5 SPO003*

CUS-AA000V

V3.0 SP5003* - V3.0 SP5323*

CUS-AGGOO/AFLOO

V1.0 SPO0O00* - V1.0 SPO009*

V2.0 SPO000* - V2.0 SPO008*

V2.1 SPO000*

CUS-AMEQO V1.0 SPO0O00* - V1.0 SPO0O0O5*
V1.1 SPO000* - V1.1 SPO008*
V2.0 SPO000* - V2.0 SPO005*
V2.0 SP7002* - V2.0 SP7004*
CUS-ABEOO V1.0 SPO000* - V1.0 SPO005*

V2.0 SPO000* - V2.0 SPO00O5*

CUS-AGGOO0V/AFLOOV

V1.0 SP5004* - V1.0 SP5007*

CUS-AMEOOV

V1.0 SP5000* - V1.0 SP5005*

Steps to Apply the Security Patch

No. 2G984-0127EN

Please follow the instruction of applying patches defined by each of the product Security Patch Package.

For details, please contact the customer service for each system.
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KB

MSRC

explanation(en-us)

URL/File Name

url

Security Update for
Microsoft Visual C++ 2010

https://catalog.s.download.windowsup
date.com/msdownload/update/softwa

gg 2565063 _x g/lzill' Service Pack 1 vcredist_x86.exe re/secu/2011/07/vcredist_x86_28c54

Redistributable Package 491be70c38c97849c3d8cfbfdd0d3c5

(KB2565063) 15ch.exe

Security Update for https://catalog.s.download.windowsup

Microsoft Visual C++ 2010 date.com/msdownload/update/softwa

552565063—)( I(\)/I28511- Serv_ice_ Pack 1 vcredist_x64.exe re/secu/2011/07/vcredist_x64_15d03

Redistributable Package 2d669078aa6f0f7fd1cbf4115a070bd0

(KB2565063) 34d.exe
https://download.microsoft.com/downl

Visual C++ Redistributable 0ad/1/6/B/16B06F60-3B20-4FF2-

VS2012_x86 |n/a for Visual Studio 2012 vcredist_x86.exe B699-

Update 4 5E9B7962F9AE/VSU_4/vcredist_x86.
exe
https://download.microsoft.com/downl

VVisual C++ Redistributable 0ad/1/6/B/16B06F60-3B20-4FF2-

VS2012_x64 |n/a for Visual Studio 2012 vcredist_x64.exe B699-

Update 4 S5E9B7962F9AE/VSU_4/vcredist_x64.
exe

Microsoft Visual C++ 2013 https://download.microsoft.com/downl

VVS2013_x86 |n/a Update 5 Redistributable vcredist_x86.exe oad/c/c/2/cc2df5f8-4454-44b4-802d-

Package 5ea68d086676/vcredist_x86.exe

Microsoft Visual C++ 2013 https://download.microsoft.com/downl

VS2013 x64 [n/a Update 5 Redistributable vcredist_x64.exe oad/c/c/2/cc2df5f8-4454-44b4-802d-

Package 5ea68d086676/vcredist_x64.exe
https://download.visualstudio.microso
ft.com/download/pr/48431a06-59c5-

. . 4b63-a102-

VS2019 x86 |n/a g/'é‘ig’fqo‘;i\g'tfi‘;ﬂtg&; (ZX%f)' ve_redist.x86.exe 20b66a521863/CAA38FDA74164A38
AB47AC1755C8CCCA5CCFACFA9A
874F62609E6439924E87EC/VC_redi
st.x86.exe
https://download.visualstudio.microso
ft.com/download/pr/48431a06-59c5-

. . 4b63-a102-

VS2019 x64 |n/a g/'(;ig’sRc’;i\é';i‘fﬂtg&; (Zx%lf)' vc_redist.x64.exe 20b66a521863/4B5890EBLAEFDFS
DFA3234B5032147EB90F050C5758
A80901B201AE969780107/VC_redist
.X64.exe

Windows10.0- https://catalog.s.download.windowsup

2021-08 Servicing Stack ) date.com/d/msdownload/update/softw

Update for Windows 10 kb5005112- are/secu/2021/08/windows10.0-

KB5005112 |n/a ' x64_81d09dc6978520e

Version 1809 for x64-based 126d44b3b155676678 kb5005112-

Systems (KB5005112) 3eba2c.msu x64_81d09dc6978520e1la6d44b3b15

) 567667f83eba2c.msu
Windows10.0- https://catalog.s.download.windowsup

2026-01 Cumulative Update ’ date.com/c/msdownload/update/softw

for Windows 10 Version kb5073723- are/secu/2026/01/windows10.0-

KB5073723 |n/a x64_0a9c8dd8ead5148

1809 for x64-based Systems 1c1854672fbebbb842a kb5073723-

(KB5073723) 366851 msu x64_0a9c8dd8ead51481c1854672fbe

6bb842a3e6851.msu
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KB MSRC |explanation(en-us) URL/File Name url
2025-10 Cumulative Update [windows10.0- hitps://catalog.s.download.windowsup
date.com/d/msdownload/update/softw
for .NET Framework 3.5 and |kb5066143- are/secu/2025/09/windows-10.0-
KB5066143 [n/a 4.7.2 for Windows 10 x64_461230ac1884e96 Kkb5066143- '
Xg;gggéﬁiggforX64 S1>49300911104e4008 |64_a61230ac188469691154936b91f
) f04e46b80c2bc.msu
https://catalog.s.download.windowsup
\Windows Malicious Software date.com/d/msdownload/update/softw
KB890830_v5 windows-kb890830-  |are/uprl/2025/12/windows-kb890830-
n/a Removal Tool x64 - v5.138

.138

(KB890830)

x64-v5.138.exe

x64-
v5.138_dc0e0b97d146a92303d881bf
9e2912299chbbac5h.exe
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