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1. No part of this document may be copied or reprinted, in whole or in part,
without written permission.
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and without legal obligation.

3. The contents of this document are correct to the best of our knowledge.
Please inform us of any ambiguous or erroneous descriptions, missing
information, etc.
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Security Patch Package name

SPZX76-20099 202601CT_hotfix_win10_LTSC2019_x64_enu

Applicable Products for the Security Patch

No. 2G984-0130EN

Agquilion Prime SP V10.2, V10.4, V10.17, TSX-303B
Base V16.1SP0001 is not applicable
Aquilion Lightning V10.2, V10.4, V10.17, TSX-036A
Base V16.1SP0001 is not applicable
Aquilion ONE V10.0, V10.4, V10.11, V10.12, V10.16 TSX-305A/
TSX-306A
Aquilion Exceed LB V10.9, V10.18 TSX-202A
Aquilion LB V6.6, V6.7 TSX-201A
Aquilion Lightning V10.5, V10.20 TSX-035A
Aquilion Start V10.5, V10.20 TSX-037A
Aquilion Precision V10.10, V10.14, V10.19 TSX-304A
Aquilion Serve V1.3, V1.5, V1.7, V2.0 TSX-307A
Aquilion Serve SP V1.3, V1.5, V1.7, V2.0 TSX-307B
iBase V2.0SP0001 is not applicable
Aquilion ONE V1.5, V1.7, V2.0 TSX-306A/
iBASE V1.1 SP0102* or later TSX-308A

Steps to Apply the Security Patch

Please follow the instruction of applying patches defined by each of the product Security Patch Package.

For details, please contact the customer service for each system.

Verified Security Patch List

KB MSRC |explanation(en-us) URL/File Name

url

Microsoft Visual C++ 2005
KB2538242_x8 |[MS11- |Service Pack 1

6 025 Redistributable Package
MFC Security Update

vcredist_x86.exe

https://catalog.s.download.windowsu
pdate.com/msdownload/update/softw
are/secu/2011/06/vcredist_x86_b8fa
bObb7f62a24ddfe77b19cd9al451ab
d7b847.exe

Microsoft Visual C++ 2005
KB2538242 x6 |MS11- |Service Pack 1

4 025 Redistributable Package
MFC Security Update

vcredist_x64.exe

https://catalog.s.download.windowsu

pdate.com/msdownload/update/softw
are/secu/2011/06/vcredist_x64_ee91
6012783024dac67fc606457377932¢c

826f05.exe
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KB

MSRC

explanation(en-us)

URL/File Name

url

KB2538243_x8
6

MS11-
025

Security Update for
Microsoft Visual C++ 2008
Service Pack 1
Redistributable Package
(KB2538243)

vcredist_x86.exe

https://catalog.s.download.windowsu
pdate.com/msdownload/update/softw
are/secu/2011/05/vcredist_x86_4706
40aa4bb7db8e69196b5edb0010933
569e98d.exe

KB2538243_x6

MS11-

Security Update for
Microsoft Visual C++ 2008
Service Pack 1

vcredist_x64.exe

https://catalog.s.download.windowsu
pdate.com/msdownload/update/softw
are/secu/2011/05/vcredist_x64_a7c8

4 025 |Redistributable Package 3077b8a28d409e36316d2d7321fa0c
(KB2538243) cdb7e8.exe
KB2565063_x8 |MS11- [Service Pack 1 . pdate. /up
6 025 Redistributable Package vcredist_x86.exe are/secu/2011/07/vcredist_x86_28c5
MEC Security Update 4491be70c38c97849c3d8cfbfdd0d3c
y Up
515ch.exe
. . https://catalog.s.download.windowsu
KB2565063 X6 |MS11- '\sﬁéﬁ\r/?sgfg,;/éiufl C++ 2010 ‘ pdate.com/msdownIoad/update/softw
4 " lozs Redistributable Package vcredist_x64.exe are/secu/2011/07/vcredist_x64_15d0
. 32d669078aa6f0f7fd1cbf4115a070b
MFC Security Update d034d.exe
https://download.microsoft.com/down
Visual C++ Redistributable load/1/6/B/16B06F60-3B20-4FF2-
VS2012_x86 n/a for Visual Studio 2012 vcredist_x86.exe B699-
Update 4 5E9B7962F9AE/VSU_4/vcredist_x86
.exe
https://download.microsoft.com/down
Visual C++ Redistributable load/1/6/B/16B06F60-3B20-4FF2-
VS2012_x64 |n/a for Visual Studio 2012 vcredist_x64.exe B699-
Update 4 5E9B7962F9AE/VSU_4/vcredist_x64
.exe
Microsoft Visual C++ 2013 https://download.microsoft.com/down
VS2013_x86 n/a Update 5 Redistributable vcredist_x86.exe load/c/c/2/cc2df5f8-4454-44b4-802d-
Package 5ea68d086676/vcredist_x86.exe
Microsoft Visual C++ 2013 https://download.microsoft.com/down
VS2013_x64 |n/a Update 5 Redistributable  |vcredist_x64.exe load/c/c/2/cc2df5f8-4454-44b4-802d-
Package 5ea68d086676/vcredist_x64.exe
N Windows10.0- https://catalog.s.download.windowsu
2021-08 Serv_lcmg Stack kb5005112l pdate.com/d/msdownl_oad/update/sof
KB5005112 n/a Updz_ate for Windows 10 x64_81d09dc6978520e tware/secu/2021/08/windows10.0-
Version 1809 for x64-based 126d44b3b155676678 kb5005112-
Systems (KB5005112) 3eba2c.msu x64_81d09dc6978520e1a6d44b3bl
) 5567667f83eba2c.msu
_ Windows10.0- https://catalog.s.download.windowsu
2026-01 Cumulative Update ) pdate.com/c/msdownload/update/sof
for Windows 10 Version kb5077795- tware/updt/2026/01/windows10.0-
KB5077795 n/a x64_0b0bc884f043affa
1809 for x64-based 38073817b9adaca24c2 kb5077795-
Systems (KB5077795) 8008a.msu x64_0b0bc884f043affa38073817h9%a
) 4ac424c28008a.msu
https://catalog.s.download.windowsu
Windows Malicious _ pdate.com/d/msdowaoad/update/sof
KB890830_v5.1 windows-kb890830- tware/uprl/2025/12/windows-
n/a Software Removal Tool x64
38 - v5.138 (KB890830) x64-v5.138.exe kb890830-x64-
) v5.138_dc0e0b97d146a92303d881b
f9e2912299cbbbach.exe
2025-10 Cumulative Update |windows10.0- hps://catalog.s.download windowsu
for .NET Framework 3.5 and|kb5066143- pdate.com/d/msdownload/update/sof
: tware/secu/2025/09/windows10.0-
KB5066143 n/a 4.7.2_ for Windows 10 X64_461230ac1884e€96 kb5066143-
E/rfésslggelli%% for x64 gi;%t?iizglﬁo“e%bg x64_461230ac1884€9691f54936b91

ff04e46b80c2bc.msu
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KB MSRC |explanation(en-us) URL/File Name url
Windows10.0- https://catalog.s.download.windowsu
2023-03 Update for kb5019181: pdate.com/d/msdownload/update/sof
KB5019181 n/a Windows 10 Version 1809 64 01173052877dc57 tware/updt/2023/02/windows10.0-
for x64-based Systems 621730692958¢108afd1 kb5019181-
(KB5019181) 125be.msu x64_01173052877dc5762f73069a95

8c108afd1125be.msu
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